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INTRODUCTION

The use of physiological tools to detect intentionally concealed knowledge
about crime-related information has been a controversial and well-
researched topic among scholars for well over 100 years. While essentially
all the research in the first half of the 20th century focused on detecting lies
about concealed knowledge, a substantial body of research related to the
detection of recognition of concealed knowledge has also developed,
beginning with David Lykken’s seminal work in the 1950s (Lykken, 1959).
While that body of work began exclusively by measuring autonomic
nervous system (ANS) data using the polygraph, it has now been expanded
to a variety of other measures, including reaction times and, perhaps most
notably, physiology directly linked to brain activity in the form of event-
related potentials (ERPs) or the hemodynamic response as measured via
functional magnetic resonance imaging (fMRI).

Tests related to detecting intentionally concealed knowledge have a
long history with the American legal system as well, though mostly related
to lie detection rather than recognition detection. The seminal case out-
lining the dominant standard for the admissibility of scientific expert tes-
timony for 70 years, United States v. Frye (1923), involved a challenge to the
admissibility of the systolic blood pressure deception test, an early precursor
to the ANS-based comparison question test (CQT). That case also started a
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trend that has endured to the present: skepticism in the legal community as
to the use of credibility-assessment tools in court. Indeed, the Frye court
held that the results of the systolic blood pressure deception test could not
be introduced because the test had not yet gained sufficient “standing and
scientific recognition among physiological and psychological authorities”
(United States v. Frye, 1923, p. 1014). Since then, nearly every major
decision to consider a tool potentially falling under the label of deception
detection—a label that is dubious in the case of the Concealed Information
Test (CIT), as I will discuss next—has rejected that evidence.

In this chapter, I explain the governing legal standards that will deter-
mine the potential use of the CIT in court. Those standards come from two
distinct sources: (1) the Federal Rules of Evidence (and the cases inter-
preting those rules), which limit the admissibility of evidence in certain
circumstances, and (2) the US Constitution (and the cases interpreting it),
which limits the use of evidence obtained in violation of certain individual
rights—most notably, for our purposes, the privilege against self-
incrimination. I focus primarily on the first category of standards, as the
literature is better developed and more accurate predictions can be made as
to the current challenges and ways those challenges could be overcome. I
briefly discuss the second category, though the way in which courts will
conduct that analysis remains largely unknown.

Though these issues may seem esoteric to nonlawyer scholars involved
in CIT research, I argue that they should drive the research agenda of every
CIT researcher interested in the practical use of their work, at least in the
United States. There are serious hurdles that the CIT faces limiting its
potential use in American courts, but targeted empirical research can address
at least some of the problems.

POTENTIAL ADMISSIBILITY OF THE CONCEALED
INFORMATION TEST

Credibility Assessment Tests and the American Legal

System

As a general matter, testimony in the American legal system is separated
into two categories: lay witness testimony and expert witness testimony.
Lay witnesses are those individuals who have firsthand, personal knowledge
about matters relevant to the case. For example, a person who witnessed
events related to the commission of a crime would be a lay witness who
could testify about what her or she saw or heard. As a general matter, lay
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witnesses are limited in the extent to which they can testify in the form of
an opinion; they must testify only to what they actually saw or heard, and
may provide opinions only based on those firsthand perceptions, and not
based on any specialized knowledge or expertise they may have (Federal
Rule of Evidence 701, 2000).

In contrast, expert witnesses who are sufficiently qualified by specialized
knowledge, training, or other expertise are permitted to testify in the form
of an opinion, provided that certain circumstances are met. Did the car’s
poorly maintained breaks give out at the time of the accident, contributing
to the collision? Did the DNA sample found at the scene of the crime
match the defendant’s DNA? Expert witnesses are permitted to opine on
such questions based on their specialized knowledge. As you can imagine,
such testimony is often at the heart of critical issues in the case, and can be
very powerful in influencing the judge or jury tasked with weighing the
evidence. Accordingly, the American legal system has long had checks in
place to help ensure that only sufficiently valid and reliable opinions are
presented.

For most of the 20th century, the dominant test for assessing whether
proposed expert testimony is sufficiently valid and reliable was derived from
Frye v. United States (1923). In that case, the defendant—on trial for second-
degree murder—had sought to offer an expert to testify about the results of
a systolic blood pressure deception test that he had administered to the
defendant and that had presumably indicated that the defendant was being
truthful in denying his involvement in the crime. That particular test ap-
pears to have been a precursor to the modern CQT. As the court described
the systolic blood pressure test,

it is asserted that blood pressure is influenced by change in the emotions of the
witness, and that the systolic blood pressure rises are brought about by nervous
impulses sent to the sympathetic branch of the autonomic nervous system.
Scientific experiments, it is claimed, have demonstrated that fear, rage, and pain
always produce a rise of systolic blood pressure, and that conscious deception or
falsehood, concealment of facts, or guilt of crime, accompanied by fear of
detection when the person is under examination, raises the systolic blood pressure
in a curve, which corresponds exactly to the struggle going on in the subject’s
mind, between fear and attempted control of that fear, as the examination
touches the vital points in respect of which he is attempting to deceive the
examiner (p. 1013).

The trial court rejected the expert, and the defendant was convicted.
The court of appeals agreed with the trial court’s decision to reject the
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evidence. It explained that it is the court’s role to determine whether the
scientific principle at issue had “crosse[d] the line between the experimental
and demonstrable stages.” In order to make this determination, the Frye
court instructed that courts must decide whether the scientific method or
principle at issue is “sufficiently established to have gained general accep-
tance in the particular field in which it belongs.” Applying that standard to
the systolic blood pressure deception test, the court found that the test “ha
[d] not yet gained such standing and scientific recognition among physio-
logical and psychological authorities,” and accordingly determined that the
trial court had made the correct decision in rejecting it.

Following Frye, nearly all courts adopted some form of what has come
to be known as the general acceptance test, determining whether a pro-
posed expert’s method is “sufficiently established to have gained general
acceptance in the particular field in which it belongs.” That standard per-
sisted until at least 1975, when the Federal Rules of Evidence were
adopted. The Federal Rules of Evidence sought to codify evidentiary rules
that had long been established through cases, and provide a uniform and
easy-to-understand set of rules for use in federal courts. Federal Rule of
Evidence 702 (which currently governs the admissibility of expert testi-
mony in all federal and most state courts) provided at the time a very broad
standard, stating that, where helpful to the body weighing the evidence, a
witness qualified as an expert by sufficient skill or expertise is permitted to
testify in the form of an opinion (Federal Rule of Evidence 702, 1975). The
rule made no mention of the Frye general acceptance test, and for some
time there was a question as to whether Federal Rule 702 had replaced the
Frye test, and, if so, how the new test was to be applied.

That question was answered in 1993, when the US Supreme Court
decided Daubert v. Merrell Dow Pharmaceuticals, Inc. That case involved a
claim that the ingestion of a particular antinausea drug marketed by the
defendant had caused birth defects in the children of mothers who had
taken the drug during their pregnancies. Both sides offered experts sup-
porting their claims as to whether the drug could have caused such defects,
but the trial court rejected the plaintiffs’ experts on the basis that their
studies were based on methods that had not been generally accepted in the
relevant scientific field.

On appeal, the Supreme Court explained that Federal Rule 702 made
no mention of any general acceptance test, nor were the rules designed to
embrace any such standard, and accordingly, the rules displaced the Frye test
entirely. The Court then went on to explain that Rule 702’s discussion of
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scientific evidence meant that it included a requirement that the method at
issue meet a certain standard of evidentiary reliability, a somewhat murky
term that the court noted is akin to trustworthiness, or what scientists
would typically call validity (Daubert v. Merrell Dow Pharmaceuticals,
1993). How is a court to determine whether such evidentiary reliability is
present in a method? The court largely left this question to the discretion of
trial judges, though it outlined four now-famous factors for courts to apply:
e “|W]hether [the theory or technique| can be (and has been) tested,”
e “[Wihether the theory or technique has been subjected to peer review
and publication,”
e “[TThe known or potential rate of error” and “the existence and main-
tenance of standards controlling the technique’s operation,”
+ The “general acceptance” of the technique, as outlined in Frye.'
Though the Court was careful to note that these factors are nonex-
clusive and that other factors may bear on the inquiry, the vast majority of
admissibility inquiries under the Daubert standard” focus on these four’
factors. With this basic history in mind, I now turn to a discussion of the
potential admissibility of the concealed information test under the now-
dominant Daubert standard.

Prior Accounts of the Concealed Information Test’s
Admissibility

Daubert was a monumental decision. Expert testimony is common in
American trials, and Daubert completely upended the method by which
judges are to evaluate such testimony’s admissibility. Unsurprisingly, Dau-
bert immediately engendered substantial scholarly discussion. Scholars have
disagreed both as to the merits of the standard (e.g., Bernstein, 1994; Capra,
1998; Faigman, Kaye, Saks, & Sanders, 2000; Fenner, 1996; Heinzerling,
2006; Jonakait, 1994) and whether it has actually had any real impact on
admissibility outcomes (Black, Ayala, & Saffran-Brinks, 1994; Chen &
Yoon, 2005).

! Federal Rule of Evidence 702 was subsequently amended in 2000 in response to Daubert.

? Although the Daubert standard has been adopted by the majority of states, states are not obliged to
follow the Federal Rules of Evidence, and some states have continued to apply the Frye standard,
or have applied some other standard (see Daubert v. Frye).

® There is some dispute as to whether the test contains five separate factors (with maintenance of
standards as a separate factor) or whether the error rate and maintenance of standards factors
combine to form one single factor, yielding a total of four. For discussion, see Meixner and
Diamond (2014, p. 1068).
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Pertinent to this volume, a number of authors have previously discussed
the potential admissibility under Daubert of both the CIT and the CQT and
its analogues, particularly those tests as conducted using neuroscience-based
methods such as ERPs and fMRI. Those authors have largely been critical
of the potential admissibility of neuroscience-based CQT-like tests that
purport to determine whether a participant is telling the truth or lying,
largely for the same reasons that many scholars have been critical of the
ANS-based variant of the CQT: the lack of a coherent theoretical un-
derpinning for the tests, the potential for a high number of false positives,
and the lack of clearly controlled laboratory studies demonstrating a
promising rate of error (Alexander, 2007; Ellenberg, 2009; Kittay, 2007;
Meixner, 2012; Moreno, 2009; Moriarty, 2009; Shapiro, 2016; Spence,
2008; Woodruff, 2014). Others have called for regulation limiting the use
of MR I-based lie detection, independent of its admissibility under Daubert
and the Federal Rules of Evidence (Greely & Illes, 2007)." And at least
three courts have rejected fMRI-based lie detection evidence, one rejecting
it on the basis that it fails to satisfy the Daubert standard (United States v.
Semrau, 2010, 2012), one on the basis that it fails to meet the Frye standard
(Smith v. Maryland, 2011), and a third because the lie-detection evidence
would impede on the role of the jury as a credibility assessor (Wilson v.
Corestaff Services, LLP, 2010).

Perhaps because of those cases and because of the rise of fMRI as a
popular imaging tool, discussion of the admissibility of neuroscience-based
credibility assessment tools has focused largely on lie detection paradigms,
like the ones at issue in the Semrau, Smith, and Wilson cases. Further,
numerous commentaries have failed to make any distinction whatsoever
between lie detection paradigms and recognition detection paradigms like
the CIT, whether using neuroscience-based tools or autonomic-based
tools. This is important and dismaying, because, as many of the chapters
in this volume outline in detail, there are critically important differences

* Some authors, however, have expressed a more positive view of the potential use of
neuroscience-based tests using CQT-like methods (Langleben, 2008; Schauer, 2010; Langleben &
Moriarty, 2013).

> Aside from methodological problems, there is another potentially fatal hurdle facing true lie detec-
tion paradigms: the notion that “the jury is the lie detector,” one of the principles the Supreme
Court has referenced in rejecting attempts of parties to admit the results of polygraph exams
(United States v. Scheffer, 1998). Empirical data cast at least some doubt on the utility of that prin-
ciple, but it nonetheless is a well-established legal doctrine that may limit the use of lie detection
evidence even if methodological problems are solved. For a more complete treatment of this issue,
see Meixner (2012).
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between the two, both as a matter of theoretical validity and as a matter of
practical accuracy in lab testing. As I and others have written in the past,
those differences should radically aftect the Daubert analysis conducted by a
judge willing to examine the science at a deep level (Erickson, 2007;
Meixner, 2012; Rosenfeld, Hu, Labkovsky, Meixner, & Winograd, 2013),
though the fact that the scholarly literature has been inconsistent in doing
this will make judges’ jobs more difficult.

In the past, I have argued that the P300-based CIT—a variant of the
CIT using the P300 ERP component as the primary measure of
recognition—is reasonably close to admissibility, and I think the arguments
I outline here also apply to the autonomic-based CIT conducted using the
polygraph.” The CIT has been subjected to rigorous peer review for more
than half a century, and, especially in the past 3 decades with the intro-
duction of the P300-based CIT, the number of peer-reviewed publications
of the CIT has skyrocketed, likely satistying Dauberf’s aim that methodo-
logical flaws be identified by other scientists so they can be remedied.
Likewise, these tests are well-regarded in their scientific fields, and survey
data have already been collected demonstrating the general acceptance of
the CIT among psychologically oriented scientists (Tacono & Lykken,
1997). Further, most of the laboratories regularly conducting CIT research
use specific standards and methods in their testing, leading to the consis-
tency and reproducibility that the Daubert standard seeks.

The most difficult factors of the Daubert analysis for the CIT to over-
come, I think, are the “known or potential rate of error” factor and the
testability factor. This may seem counterintuitive at first, since the CIT has
undergone extensive controlled laboratory testing across a variety of con-
ditions, and has generally been reported to have a reasonably low false-
negative error rate and a very low false-positive error rate. The issue, as I
and others have argued, is that the vast majority of these studies have been
conducted in conditions that do not sufficiently approximate those of the
real world. For example, it is common in the P300-based CIT literature to
use what is termed “self-referring information”—items like birth date,
address, or telephone number—as an analogue for the critical crime-related
information that an individual associated with the crime would recognize in
areal-world CIT (e.g., Rosenfeld, Soskins, Bosh, & Ryan, 2004; Rosenteld
et al., 2008). Most other studies use some form of a mock-crime paradigm,

© Indeed, the ANS-based CIT has undergone at least some level of field testing, and that would be
to its benefit in a Daubert analysis.
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in which participants are given instructions to steal a particular item or carry
out a particular task under controlled conditions (e.g., Ben-Shakhar &
Dolev, 1996; Carmel, Dayan, Naveh, Raveh, & Ben-Shakhar, 2003; Lui
& Rosenfeld, 2008; Lykken, 1959; Meixner & Rosenfeld, 2011; Mertens &
Allen, 2008; Rosenfeld et al., 1988; Winograd & Rosenfeld, 2011).

Both of these designs are problematic when we seek to extrapolate the
error rates yielded by the laboratory study to the error rates we might
expect when using the test in the field. Self-referring information is
rehearsed repeatedly and is particularly meaningful to individuals, likely
driving up sensitivity of the test. And mock crimes—while approximating
real crimes—suffer from several external validity problems. First, they involve
a singular focus on the assigned crime and do not provide the rich array of
distracting details that exist in the real world, which may decrease detection
sensitivity because of reduced salience at the time of encoding. Second, the
items involved are often notable, stand out, or are easily remembered by
participants (e.g., the critical item in a test might be the only potentially
valuable item encountered during the task, such as a ring or a computer disk).
Third, participants in a mock crime CIT study know that they are partici-
pating in an experiment, and may be more likely to strongly encode and
clearly remember relevant items due to the salience of the experiment itself.
And fourth, actions committed by the subject in the lab are generally not
voluntary, while actions involved in real crimes typically are.

There have been a few true field tests of the CIT, all using the ANS-
based CIT variant. A pair of studies conducted in Israel found excellent
accuracy rates in classifying nonknowledgeable/innocent individuals (be-
tween 95% and 98% specificity), but significantly lower accuracy rates
among knowledgeable/guilty individuals (around 75% total sensitivity, and
as low as 50% when using only a single ANS measure) (Elaad, 1990; Elaad,
Ginton, & Jungman, 1992). Other articles have attempted to analyze data
from field use of the CIT in Japan, where police have regularly used the
test in criminal investigations for more than half a century. Kobayashi,
Yoshimoto, and Fujihara (2009) reported results of 25%—50% sensitivity for
individual autonomic measures in response to single questions, but did not
report any specificity results, nor combined sensitivity results that would be
indicative of detection rates. At least one other paper has reported some
Japanese data with similar results and approximately 95% specificity, but the
methods and data are difficult to interpret (Hira & Furumitsu, 2002; for
reviews of Japanese methods, see Matsuda, Nittono, & Allen, 2012; Osugi,
2011). And one additional concern is that it may be difficult in many crimes
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to cull appropriate details on which to test (Krapohl, 2011); a critique that
was borne out in one examination of FBI records (Podlesny, 1993).

These issues would likely influence a judge’s Daubert analysis of the CIT,
whether ANS-based or P300-based, though the ANS-based CIT would
have a stronger argument for having known error rates and having been
tested. In assessing an fMRI-based CQT wvariant, the Semrau trial court
noted that “there are no known error rates for fMRI-based lie detection
outside the laboratory setting, i.e., in the ‘real-world’ or ‘real-life’ setting”
(United States v. Semrau, 2010, p. 11). If a judge cannot trust laboratory
studies to provide a realistic approximation of the error rate of the test in the
real world, there is no relevant error rate to assess, and the factor would
clearly cut against admissibility. These issues may come into play under the
testability Daubert factor as well: while there has been significant testing of
the CIT’s general methodology in the lab, an argument can be made that
virtually no testing of the CIT has been done in sufficiently realistic settings.
Indeed, without a reliable way to determine ground truth in a field test, it
may be difficult to truly test the CIT at all.”

Because these conclusions are dependent on the literature, they are
subject to change, and the most recent substantial commentaries on this
issue are now nearly 5 years old, and largely discuss only the P300 literature
(Meixner, 2012; Rosenfeld et al., 2013). In the next section, I examine
recent CIT studies and assess the extent to which they have contributed to
solving the puzzle of the true error rate of the CIT.

How Do More Recent Studies Affect the Analysis?

As an initial matter, I note that a large number of CIT papers published
each year are not focused on developing a CIT paradigm that even attempts
to mimic real-world conditions. Perhaps the majority of CIT studies in a
given year are instead focused on refining a particular technique or aspect of
the CIT (such as the ideal timing of items presented or presentation format),
tweaking an analysis method (such as the ideal way to score responses, or
the statistical measures used to make decision criteria, like bootstrapping),
testing the effectiveness of countermeasures against a particular test, or

7 We might ask whether judges, as nonscientists, will be capable of making these sorts of nuanced as-
sessments of the literature. While the extent to which judges actually assess scientific methods is the
subject of a long-running debate since Daubert was authored, at least one recent empirical study has
demonstrated that judges spend significant space in their opinions assessing the validity of experts’
scientific methods and their likely effects on error rates (Meixner & Diamond, 2014).
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designing an entirely new CIT protocol (e.g., Deng, Rosenfeld, Ward, &
Labkovsky, 2016; Labkovsky & Rosenfeld, 2014; Rosenfeld, Ward, Frigo,
Drapekin, & Labkovsky, 2015).

One particularly notable subcategory in this group is studies that have
sought to refine the so-called searching CIT (sometimes abbreviated as
SCIT). In that test, rather than attempting to determine whether a
particular suspect possesses a specific item of concealed information, the
investigator knows that the suspect possesses at least some concealed infor-
mation, and is trying to determine specifically what the information is, such
as the location of a bomb or the name of a conspirator (e.g., Breska,
Ben-Shakhar, & Gronau, 2012; Elaad, 2016; Meijer, Smulders, &
Merckelbach, 2010; Meixner & Rosenfeld, 2011). Relatedly, more recent
studies have conducted the SCIT on groups, much like individuals in a
terrorist cell might be questioned jointly to maximize information (e.g.,
Elaad, 2016; Meijjer, Ben-Shakhar, Verschuere, & Donchin, 2013; Meijjer,
Bente, Ben-Shakhar, & Schumacher, 2013). While these studies are qual-
itatively different from other CITs, they are important for our discussion
here because they demonstrate the use of the CIT even if admissibility is
never achieved—the SCIT is potentially useful to law enforcement in
seeking to stop crime before it happens, or in finding new suspects of crimes
that have already happened.

However, more pertinent to this chapter are a number of recent studies
that have focused specifically on the issue of external validity in the CIT.
While none of these studies involve actual field testing of actual crime
suspects,” they do use unique methods to attempt to make laboratory
studies more realistic. I will briefly describe several recent efforts.

First, while many early CIT experiments involved repeated rehearsal of
the critical items in order to ensure that they would be recognized during
the CIT, which is a method with low ecological validity (e.g., Farwell &
Donchin, 1991), more recent studies have sought to measure the effects of
such rehearsal (Bradley, Malik, & Cullen, 2011), finding that it does lead to
stronger sensitivity. More recent CITs have sought to eliminate such
priming of the information to be tested, and in some circumstances, have
tested for both central details, which relate directly to the assignment given

%1t is worth noting here that true field testing on criminal suspects will be extremely difficult to
conduct, for a number of reasons, including: law enforcement may be reluctant to work with ex-
perimenters on real cases; IRB approval for research on criminal suspects will be very difficult to
obtain; and any such research would require the cooperation of criminal suspects, who may not be
inclined to participate voluntarily.
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to the participant (e.g., the item to be stolen), and peripheral details, which
may be noticed but are incidental to the crime (e.g., the color of the wall in
the room where the crime was committed). As a general matter, these
studies have found that knowledge of peripheral details is not detected with
as much sensitivity as central details (e.g., Gamer, Kosiol, & Vossel, 2010;
Nahari & Ben-Shakhar, 2011; Peth, Vossel, & Gamer, 2012; for review, see
Meijer, Ben-Shakhar, et al., 2013; Meijer, Bente, et al., 2013). How might
this information influence a Daubert analysis? If peripheral details cannot be
detected with the same sensitivity as central details (a question that certainly
still warrants further research), the critical question becomes: how often will
peripheral details need to be relied upon in order to make detection de-
cisions? The answer to this question remains unknown, though at least one
study has come to the conclusion that strongly encoded details will be
difficult to find in many case records (Podlesny, 1993). A judge deciding the
admissibility of a CIT might then conclude that laboratory studies involving
detection of only central details inflate the sensitivity of the CIT as
compared to what could reasonably be expected in the field.

This concern might be at least in part alleviated by a recent study that
did not employ a mock-crime paradigm, but rather attempted to detect
recognition of events experienced during normal daily life (Meixner &
Rosenfeld, 2014). In that study, subjects wore a video-recording device for
a 4-h period, and then returned to the lab on the following day, when they
were presented with CIT blocks containing information related to events
that were recorded by the camera that participants wore. At the individual
subject level, the investigators were able to correctly classify all 24 partic-
ipants as either knowledgeable or nonknowledgeable. From a legal
perspective, the study might be useful in demonstrating that the CIT is
capable of detecting purely incidentally acquired information, and it is also
notable in that it is one of the few CIT studies that detects information
acquired purely voluntarily by participants, rather than requiring them to
memorize information or commit a mock crime. However, given the
novelty of this method, replication and extension are still necessary before
the results can be given significant weight.

Other recent studies have sought to examine and address different
ecological validity limitations common in many CIT experiments. For
example, in Peth et al. (2015), investigators had three groups of participants
either commit a mock crime, plan (but not commit) the same mock crime,
or fulfill a noncriminal task that exposed them to information related to the
mock crime. Following a CIT in which both fMRI and skin conductance
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response data were collected, the authors found virtually no differences
between the three groups. While the result is potentially discouraging in
that they “indicate[] a high risk for innocents with crime related knowledge
to be misclassified as guilty,” (p. 170), it is encouraging in that it indicates
that CIT studies with poor ecological validity may not necessarily have
poor external validity—that 1s, even though CIT studies do not approxi-
mate field-like conditions, the artificial conditions they employ may not
actually influence the results.

One other recent result in this vein was published by Zaitsu (2010).
That study involved an artificial card test paradigm in which the test sought
to determine which of five numbered cards the participant had drawn.
What makes the study interesting is the participants: the study compared
performance of voluntary participants and actual criminal suspects, finding
virtually no differences in performance between the groups. The result, as
in Peth et al. (2015), is encouraging in that it indicates that laboratory
participant populations may not be so diftferent from field populations.

Another area of poor ecological validity for most CIT studies is moti-
vation: an individual taking a CIT with his potential livelihood on the line
would have a strong incentive to avoid detection, while typical student
participants in CIT studies do not have the same motivation. This short-
coming could cut in either direction: participants motivated to avoid
detection might be more effective in avoiding detection (perhaps though
effective performance of countermeasures) but, on the other hand, their
motivation could also have a detrimental effect of making the critical in-
formation even more salient, and thus make them stand out even more
from irrelevant items.

While some studies assessing polygraph CIT data have found mixed
results as to the effect of motivation (e.g., Elaad & Ben-Shakhar, 1989;
Furedy & Ben-Shakhar, 1991; Zvi, Nachson, & Elaad, 2012), many of
those studies are now nearly 20 years old, and nearly all use exclusively
polygraph data. One recent study examined the eftect of motivation using a
reaction time-based CIT, finding that an incentive of up to $5 to avoid
detection had no effect on detection rates (Kleinberg & Verschuere, 2016).
While it may be questionable whether such a small reward sufficiently
motivated participants, manipulation checks in the study indicated that
those in the motivation group did seek to avoid detection more than the
control group. A new set of studies from the Rosenfeld group, discussed in
Chapter 6 of this volume, has similarly found no significant eftects of
modest ($10) financial motivation to avoid detection in several P300 CIT
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applications. More work, especially with potentially stronger motivators,
would be helpful in this area, along with extension of this line of research to
P300-based and fMRI-based CITs.

Other, more traditional, recent CIT studies have also continued to
define the contours of the CIT’s accuracy and limits in the lab context, and
while these studies do not solve the ecological validity problems described
earlier, they will still be useful if and when CITs are subjected to a Daubert
analysis. Recent studies have continued to demonstrate very good sensi-
tivity and specificity of the CIT using a variety of dependent measures (e.g.,
Lukacs et al., 2016). One of the primary topics of interest continues to be
countermeasures (e.g., in the memory suppression context, Bergstrom,
Anderson, Buda, Simons, & Richardson-Klavehn, 2013; Hu, Bergstrom,
Bodenhausen, & Rosenfeld, 2015; Rosenfeld, Ward, Drapekin, Labkovsky,
& Tullman, 2017; Ward & Rosenfeld, 2017). While the evidence of the
effectiveness of countermeasures is mixed and some protocols appear to be
more resistant to them than others, they continue to be a serious concern
for the overall accuracy of the CIT.

What effect are countermeasures likely to have on a Daubert analysis? It
is difficult to know for certain, but I expect that the effect will be relatively
minimal, largely because of the strong specificity of the CIT. This is
somewhat paradoxical, as countermeasures threaten the sensitivity of the
test. However, as the false-positive rate approaches zero (as should theo-
retically occur as the number of categories of questions is increased in a
CIT), even if the sensitivity is not close to 100%, the test still provides
strong probative value because when a knowledgeable result occurs, the
person weighing the evidence can trust that it is almost certainly valid (as a
false-positive error is exceedingly rare). Of course, if such strong specificity
cannot be guaranteed, countermeasures become a much greater threat;
where the judge or jury considering the evidence cannot strongly rely on
either a knowledgeable or nonknowledgeable test result, the probative
value of the test is substantially reduced and its potential prejudicial effect is
greater (see Federal Rule of Evidence 403, 2011, which requires that a
court exclude evidence “if its probative value is substantially outweighed by
a danger of...unfair prejudice”).

This chapter would be remiss not to discuss the controversial studies that
have recently been published by Lawrence Farwell and his colleagues.
Farwell was a coauthor on one of the very first P300-based CIT studies
(Farwell & Donchin, 1991), and eventually sought to market a
commercially available variant of the P300-based CIT that he terms
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“Brain Fingerprinting.” That test was raised in two court cases—the only
such US cases to discuss the admissibility of a CIT paradigm. Those cases,
Harrington v. State (2001) and Slaughter v. State (2005), do not, in my view,
shed much light on how the Daubert analysis would apply to a CIT in
future instances. This is for several reasons. First, these cases involved a
unique procedural situation. In both cases, criminal defendants had been
convicted at trial, and then—years later—took a Brain Fingerprinting test
that yielded a null result: they indicated that the defendants lacked
knowledge about particular aspects of the crimes (and, in Harrington’s
case, the results indicated that Harrington did respond to stimuli related to
his alibi defense). Both defendants then sought to obtain a new trial,
alleging that the Brain Fingerprinting tests, among other things, were
newly discovered evidence that they could not have obtained previously
and that indicated their innocence. Defendants seeking such relief
generally must pass a high hurdle—they must show not only that the
newly discovered evidence is admissible, but also that it would have
changed the outcome of the trial if it were then known.

Because of this unique procedural situation, a full Daubert analysis was
not completed in either case. In Harrington, an Iowa court opined that while
the P300 component itself is generally accepted among psychophysiologists,
the MERMER effect—Brain Fingerprinting’s proprietary — analysis
method—was not generally accepted. It also discussed a number of other
methodological issues related to the fact that the conclusion was based on a
null result, with subjectively chosen stimuli, years after the actual crime was
committed. But it never made a clear determination as to the admissibility
of the evidence because it found that the defendant did not demonstrate
that the evidence would have changed the result of his trial. On appeal, the
Iowa Supreme Court reversed Harrington’s conviction on entirely inde-
pendent grounds, making no statement as to the admissibility of the Brain
Fingerprinting evidence (Harrington v. State, 2003).

Similarly, in Slaughter v. State (2005), an Oklahoma state appellate court
found no evidence that Brain Fingerprinting is generally accepted in the
psychological community, and could not even complete a Daubert analysis
because Farwell failed to provide any report to support his affidavit. Ulti-
mately, the court found that the Brain Fingerprinting evidence was not
newly available because the test could have been conducted at the time of
the defendant’s original appeal. It also stated that, in part based on the lack
of a complete report regarding the test, the defendant had not demonstrated
that the test would survive a Daubert analysis.
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While Farwell went for a period of time in the early 2000s without
publishing any significant work, he and his colleagues have been active
more recently, publishing a broad description of Brain Fingerprinting
(Farwell, 2012) as well as two sets of purported field studies (Farwell,
Richardson, & Richardson, 2013; Farwell, Richardson, Richardson, &
Furedy, 2014).

In Farwell et al. (2013), the authors report results from four studies, two
of which used acronyms well known to FBI agents or explosive device
dismantlers as the critical information to be detected (studies 3 and 4, pp.
274—276). A third study (study 1) used information known to CIA op-
eratives about their investigations, and a fourth (study 2) used “information
regarding real crimes, in circumstances where the outcome of the test could
produce major, life-changing consequences” presented to “suspects in
criminal investigations or convicted prisoners who claimed innocence and
were appealing their convictions” (p. 272). Among all four groups, the
authors report perfect accuracy, with no indeterminate results. Similarly, in
Farwell et al. (2014) the authors presented military medical experts with
terms “known only to experts in military medicine” among other irrelevant
items, along with the same items presented to nonexperts, and again re-
ported perfect discriminability between experts and nonexperts.

These results would be very important to the field and to the issue of
admissibility, especially the one true field study in Farwell et al. (2013)
(study 2), if not for a number of shortcomings. First, as is a common
criticism of Farwell’s studies, the methods are not described in sufficient
detail that they could be independently replicated. Accordingly, there have
not been any independent studies conducted by any groups other than
Farwell’s that use Farwell’s methods. Such independent replication is
especially important when the claims are extraordinary, as Farwell’s are.
Second, the results are so uniformly perfect (as is virtually every result re-
ported by Farwell since Farwell & Donchin, 1991) that they are difficult to
believe. As others have noted, the use of highly specific standards could lead
to selection bias, influencing the result (Meijer, Ben-Shakhar, et al., 2013).
Because of these and other issues, Farwell’s studies have been strongly
criticized by experts in the field (e.g., Guadet, 2011; Meijer, Ben-Shakhar,
et al., 2013; Rosenfeld, 2005).

How would a judge facing an admissibility decision interpret the Far-
well line of P300-based CIT studies? While Farwell’s work has been
examined previously by courts, as just discussed, it has become so broadly
criticized in the field that it is hard to imagine how any court could consider
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it generally accepted, either under Frye (in which general acceptance is the

only inquiry) or Daubert (in which general acceptance is a single, but

important, factor). Other shortcomings in the Farwell studies, as discussed
in the critiques outlined earlier, would further cut against its admissibility
under Daubert.

The effect of Farwell’s studies on an admissibility determination leads
into another, broader, question: to what extent would CIT studies using
one dependent measure (e.g., ANS measurements) be considered in
determining the admissibility of a CIT conducted using a different
dependent measure (e.g., P300)? When discussing the four Daubert factors,
the Daubert Court instructed trial judges to assess them through the lens of
the “theory or technique” or the “particular scientific technique” at issue.
How broadly to frame the question of what scientific technique was at issue
or what constituted the relevant scientific community was long a central
argument in Frye determinations of admissibility, and remains an issue
under Daubert. However, I think the more natural reading of Daubert asks
the trial judge to make determinations based on the specific method sought
to be admitted. The Semrau court’s analysis largely bears this out—both the
trial-level court and the court of appeals assessed research on fMRI-based lie
detection, not lie detection research generally.

This does not mean, however, that ANS-based CIT research will
necessarily be irrelevant to the admissibility of a P300-based CIT, or vice
versa. To the extent that the research demonstrates consistently similar
results across modalities, studies focusing on one modality may inform
capabilities in another modality. Some recent studies have begun to
combine data from multiple modalities into single CIT paradigms (e.g.,
Langleben et al., 2016; for meta-analysis of various modalities, see Meijer,
Selle, Elber, & Ben-Shakhar, 2014), and while those have shown some
differences in the capabilities of different modalities, research in this area has
promise in better allowing the various subfields of CIT research to benefit
each other.

Ultimately, a review of the recent CIT literature leads me to the
following recommendations if a goal of the field is to eventually attain
admissibility of the CIT in American courts:

* As I and others have written in the past (Meixner, 2012; Rosenfeld
et al., 2013), the top priority for CIT researchers should be field testing,
especially P300-based CITs, which have not undergone any field
testing. Until such testing is done, I think it will be exceedingly difficult
to admit a P300-based CIT under the Daubert standard. An ANS-based
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CIT would have a stronger case, given the field testing that has occurred
in Israel and the regular use of the ANS-based CIT in Japan, though the
data presented from Japan to date remain limited, and the Elaad field
studies from the early 1990s report some concerning issues with sensi-
tivity. More detailed descriptions of error rates in the field in Japan
(with specific explanations of the methods used to ascertain ground
truth) would be particularly useful.

¢ To the extent that field testing is not possible, laboratories should seek
to maximize external validity in their studies. In mock-crime studies, re-
searchers should focus on making mock crimes as complex and realistic
as possible. A major concern of courts assessing the value of mock-crime
studies is likely to be the fact that crime-related information in mock-
crime CIT studies is readily encoded, whereas in the field that same
information is frequently learned during the often-chaotic and unre-
hearsed commission of a crime. To the extent that we can model our
studies after that environment, they will be more useful in a Daubert
analysis.

* Researchers should seek to empirically assess the opinions of the psy-
chological community regarding CIT methods and other tests in the
same domain, such as the CQT. Iacono and Lykken (1997) conducted
a survey examining this, but that was before the broad proliferation the
P300-based CIT and the variety of new methods that are now being
explored. The CIT sits in an odd position: it appears to be widely
accepted among the scientific community as a valid method and a supe-
rior tool for detection of crime-related knowledge as compared to lie-
detection methods such as a CQT, and yet it is not well known to
anyone outside of that community. Because judges assessing admissi-
bility fall outside of that community, the more concrete evidence can
be gathered to demonstrate the scientific community’s view of the val-
idity of the CIT, the better.

¢ Researchers should seek to make extremely clear in their papers the dis-
tinctions between memory detection and lie detection. A judge
applying Daubert is likely to have very little familiarity with the credi-
bility assessment field, and the term “polygraph” is so intertwined
with lie detection that judges are likely to confuse the two classes of tests
(Meixner, 2012; Ogawa, Matsuda, & Tsuneoka, 2015). This may lead
to judges projecting many of the CQT’s validity problems onto the
CIT. Ciritically, true lie detection methods may never be admissible
because their role overlaps with the traditional credibility-assessment
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role of the jury. Memory detection should not suffer from the same

pitfall, but without making the distinction between the tests clear in

the literature, it will be more difficult for nonexperts to properly treat
the tests separately.

* Researchers should seek collaboration with law enforcement whenever
possible. Law enforcement personnel are in the ideal position to explain
likely problems that the CIT would encounter in practice, such as the
difficulty of finding appropriate probe items. Some scholars associated
with law enforcement have already written on this topic (e.g., Krapohl,
2011), but there remains a dearth of information.

* Researchers should seek to conduct experiments using multiple depen-
dent measures (such as ANS, ERP, and fMRI measures). Such experi-
ments would have multiple benefits. To the extent that various
dependent measures yield results that are independent of each other,
combining those measures could increase the sensitivity and specificity
of the test. And to the extent that the dependent measures yield results
that overlap, those results can be used to argue that results of one mea-
sure can be extrapolated to other measures. This may impact the Daubert
analysis—if a party seeks to admit a P300-based CIT, for example, being
able to argue that ANS-based field tests are relevant to the admissibility
analysis would be a major benefit.

In sum, the Daubert analysis of the CIT has not, in my view, changed in
any major way over the past few years, but there has been an incremental
step made toward admissibility. While we still lack field studies that are
likely critical to admissibility, experimental studies have become more
numerous and more externally valid, and the general acceptance, meth-
odological consistency and sophistication, and rigor of the results have
continued to strengthen.

OTHER CONSTITUTIONAL ISSUES WITH CONCEALED
INFORMATION TEST USE

The previous discussion addressed the complex issue of what would be
necessary for the CIT to pass muster under American evidentiary principles,
but those are not the only requirements that the CIT would have to satisty
before it could be used in criminal trials. Constitutional protections also
limit the extent to which evidence can be involuntarily seized from
individuals and then later used against them at trial. There are two Amend-
ments to the US Constitution that are most relevant: the Fourth Amendment,
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which protects an individual from “unreasonable” government searches and
seizures, and the Fifth Amendment, which protects an individual from being
“compelled in any criminal case to be a witness against himself.” How a court
would consider a compelled CIT under these principals is an entirely novel
question, but scholars have begun to consider these questions, and I will
briefly summarize some of the positions taken.

The Fourth Amendment guarantees “[t|he right of the people to be
secure in their persons, houses, papers, and effects, against unreasonable
searches and seizures.” In determining whether a search is reasonable, courts
first determine whether there was a search at all. The US Supreme Court
has developed a two-part test in which there is a search when an individual
exhibits an actual, subjective expectation of privacy in the thing searched
and, most importantly, that expectation, “viewed objectively, is justifiable
under the circumstances” (Smith v. Maryland, 1979). Where there is an
objectively justifiable expectation of privacy held by the individual subject
to the search, government agents must generally obtain a warrant prior to
conducting the search, or the evidence found in the search will be
suppressed.

Though no court has addressed whether conducting a CIT on an in-
dividual would be considered a search under the Fourth Amendment,
scholars have generally agreed that compelled mental tests are likely to be
considered searches. The Supreme Court has found that compulsion of a
physical substance from an individual, such as obtaining a sample of blood
or urine, is a search under the Fourth Amendment (Schmerber v.
California, 1966; Skinner v. Railway Labor Executives’ Association, 1989;
for discussion, see Pardo, 2006). And retrieval of information that is emitted
outside of a location, such as heat waves from a house (or, by analogy, brain
activity measured outside the skull), can still be considered a search where
there is a reasonable expectation of privacy in the information searched
(Kyllo v. United States, 2001).

However, even if a compelled CIT would be considered a search,
scholars appear to agree that government actors would be able to obtain a
warrant for that search. In order to obtain a warrant, the government must
show that “there is a fair probability that contraband or evidence of a crime
will be found in a particular place” (Illinois v. Gates, 1983). And it would
likely not be difficult to demonstrate that the evidence of the crime—in a
CIT, the presence of crime-related knowledge held by a suspect—would
probably be found if a CIT were conducted (e.g., Pardo, 2006; Shen,
2013).
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The Fifth Amendment issue is far more complex. That amendment
protects an individual from being “compelled in any criminal case to be a
witness against himself.” However, what type of evidence is considered
compelled, and whether compelled evidence is protected by the privilege,
is the subject of substantial legal doctrine. For our purposes, the most
important distinction is between physical materials, such as a blood or
fingerprint sample (which can be compelled without violating the Fifth
Amendment) and communicative acts or statements (which are protected
under the privilege).

As a number of scholars have observed, CIT evidence, whether ob-
tained through ANS-based methods or neuroscience-based methods, does
not neatly fit into this dichotomy. As Dov Fox succinctly put it, “[b]rain
imaging is difficult to classify because it promises distinctly testimonial-like
information about the content of a person’s mind that is packaged in
demonstrably physical-like form, either as blood flows in the case of fMRI,
or as brainwaves in the case of EEG” (Fox, 2009, p. 791). And the CIT, in
many cases, does not even require a voluntary response on the part of the
participant—in many ways, it is similar to a blood sample, but instead, it is a
sample of neural activity under certain conditions. And yet, the Supreme
Court has opined that “[tJo compel a person to submit to testing in which
an effort will be made to determine his guilt or innocence on the basis of
physiological responses, whether willed or not, is to evoke the spirit and
history of the Fifth Amendment” (Schmerber v. California, 1966, p.764).

Some have argued that CIT-like evidence should be considered testi-
monial because it is evoked by a question or stimulus, unlike a blood sample
or other physical evidence that was already present prior to any questioning
or the presentation of any stimuli (Farahany, 2012; Pustilnik, 2013; for
related arguments see Barillare, 2006; Murphy & Greely, 2011). Others
have argued that the evidence is not testimonial because it does not put the
suspect in the “cruel trilemma” (of either perjuring himself, putting himself
in contempt of court by refusing to testify, or incriminating himself) that
the Fifth Amendment was designed to protect against (Hurd, 2012) or
because the test does not compel any action or behavior on the part of the
suspect (Holley, 2009).

Given the Court’s long history of mistrust of polygraph evidence and
the compulsion of thoughts, I think it is likely that, when confronted with
the issue, courts are likely to either fit CIT-like evidence within the current
testimonial framework or modify the test so that such evidence is protected
from compulsion under the Fifth Amendment. But that does not mean that
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the test will not be useful in criminal investigations. For example, in Japan,
consent from the suspect is required before a CIT is given, and yet hun-
dreds of CITs are still conducted annually (Osugi, 2011). The test may also
be useful outside the court as well; as Danaher (2015) suggests, the CIT may
serve as a signaling tool to help parties better evaluate an appropriate plea
bargain.

On the whole, these issues are still extremely new, and we lack direction
from courts as to how the analysis will likely proceed. As technology
continues to develop, it will become more and more likely that courts will
be confronted with these and similar issues, and they will help to shape
Fourth and Fifth Amendment jurisprudence going forward.
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